
Simplify and unify your privacy
compliance toolkit
Become a privacy champion with Enterprise Suite. Understand, measure, then 
elevate, your privacy programme today with our comprehensive solution. Identify 
and mitigate risks effortlessly with our tried and tested global privacy framework.  

Developed for DPOs as a fast, efficient and proactive solution, which can be tailored 
to your needs. Enterprise Suite offers unparalleled clarity in privacy management. 
The aim – to embed a robust culture of privacy.

• Monitor your progress via an easy-to-use, visual, insightful dashboard

• Collaborate effectively with shared access to risk assessments and tasks

• Address risks with unprecedented speed and accuracy, via versatile privacy 
assessments

Enterprise
Suite



Enterprise
Suite

One view of your privacy truth
All your data displayed in an easy-to-use dashboard

Single tool with concise functionality
Allows command and control over privacy levers

Automated data analysis
Meaning no tedious Excel spreadsheets

Embed a culture of privacy
By revealing gaps and targeting training resources

View a demo 

sales@privacyculture.com
www.privacyculture.com

Let’s talk: 020 7112 9360

Trusted by

It’s time to be      
proactive!
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Benchmark today
Against thousands of peers across many industries, globally 

Deploy the world’s only Global 
Privacy Culture Survey

With assessments by function, role, domain, market and 
industry

Discover and allocate risk tasks
Monitor progress via an interactive risk dashboard

Provide training based on    
awareness gaps

Deploy a full suite of online and onsite training

Fast, automated KPI reports
Platform analyses data, providing downloadable reports

Don’t be reactive on privacy, 
know your position 

Instantly view your culture of 
privacy 

Ranking your position with real-time data

Call us now: 020 7112 9360

Mapped to 12 domains..

.. and international 
regulations & standards

GDPR (UE UK), FPA 1988, APP (Australia), 
CCPA (USA), PDPA 2012 No.26 (Singapore), 
PDP 2018 (India), PPIA 2013 (South Africa), 

LGDP (Brazil), NIST (USA), ISO/IEC 27001, ICO’s 
Accountavility Framework, EDM Council 

DCAM v2.2, and more!

Governance and AccountabilityGA

1.1   Governance, Roles and Responsibilities 

1.2      Delegation of Responsibility and Accountability 

1.4  Role & independence of DPO 

1.3  Appointment of DPO 

1.5  Privacy Team Capability 

1.6  Privacy Strategy, Mission Statement and Goals 

1.7      Internal communication mechanisms 

Policies and ProceduresPO

2.1      Internal Privacy Policies 

2.2  Delegation of Responsibility and Accountability 

2.4  Policies for data sharing and data processors agreements

2.3  Internal Risk Management Policies 

2.5  Procedures to operationalise privacy

2.6  Review of internal policies and procedures 

Retention and Deletion  RD

3.1    Retention Policies 

3.2    Business retention schedules 

Exceptions to the application or execution of a retention schedule 

3.3    Qualifying retention periods and actions executed 

3.5    Secure deletion and destruction 

Responsibililty and accountability for retention and deletion
activities 

3.7    Review of retention schedule

3.4

3.6

Data Management and Records of ProcessingDM

5.1  Documented ROPA 

Inventories (inc. processing activities, purposes, data types and
legal basis) 

5.4  Cross border transfer mechanisms 

5.3  Records management policies, procedures and communications

5.5  Purpose Limitation 

5.6  Minimisation

5.7  Accuracy and data quality 

5.8  Data mapping

5.9  Consent Management

5.2

Risk Management RM

6.1   Risk register

6.2   Assessments (Inc. PIAs, DPIAs, LIAs and Risk) 

6.4   High risk processing & regulator involvement 

6.3   Privacy by design policies and procedures 

6.5   Risk tolerance/appetite

6.6   Risk mitigation activities 

6.7   Risk monitoring 

6.8   Exceptions to policies

6.9   Review of ROPA, PIA, DPIA, and LIA

Data Sharing and Third-PartiesTP

9.1  Inventory of third parties 

9.2  Third party due diligence (onboarding)  

9.4  Assessing Third Parties’ products and services    

9.3  Appropriate contracts and data sharing agreements   

9.5  High risk data processors

9.6  Cross-border data transfers  

9.7  Monitoring existing third parties 

9.8  Data sharing communication mechanisms 

9.9  Connection to organisation systems

TransparencyTR

4.1  Privacy and/or cookie notices 

4.2  Content of privacy/cookie notices 

4.4  Business processes linked with privacy notices/cookies notices 

4.3  Communication of privacy/cookie notices

4.5  Legal grounds for processing

4.6  Consent based processing and consent management 

4.7  Privacy preferences and settings

4.8  Privacy/cookie policy directed to children

Data Security  DS

7.1      Asset register

Appropriate security measures to protect data in transit and at 
rest 

7.4  Access control and privileged accounts  

7.3  Data sharing and security measures  

7.5  Business continuity, disaster recovery and backups 

7.6  International transfers and security measures 

7.7  Anonymisation and pseudonymisation

7.8  Data integrity 

7.9  Monitoring security controls and systems 

7.10  Security of physical areas and related activities 

7.2

Data Breach Management DB

11.1    Incident Management Plan/Procedure 

11.2    Incident reporting mechanisms 

11.4     Incident mitigation/containment activities 

11.3     Incident investigation and analysis

11.5     Incident Response Team

11.6     Breach reporting to regulators and data subjects 

11.7     Incidents resulting in legal/regulatory proceedings

11.8     Incident tracking, monitoring and review

Training and AwarenessTA 

8.1  Mandatory Training 

8.2  Role-specific data protection training  

8.4  Evidence of training  

8.3  Senior leadership team  

8.5  Promotion of Privacy Culture 

8.6  Content of training policies and procedures 

8.7  Training Understanding 

8.8  Training Management 

8.9  Impact of Awareness 

Rights  RI

10.1  Data subject access and information rights requests process

10.2  Log/register of rights requests 

10.4  Verification of data subjects  

10.3  Request team (handling, tracking and reporting)

10.5  Rights request system capabilities  

Extension and denial of access requests and/or information rights
requests

10.7  Complaints and enquiries procedures

Automated decision making (inc. profiling) and human intervention 

10.9  Restrict personal data processing

10.10     Data portability

10.6

10.8

Compliance and MonitoringCM

12.1  Reporting to Senior Management and oversight committees 

12.2  Demonstrating Accountability and Compliance 

12.4  Monitoring regulatory and legislative developments

12.3  Key Performance Indicators 

12.5  Industry Codes of Conduct

12.6  Internal and external audits 


